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SRE at BT
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Let there be...
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Where to start?

Observability

Cost Control

Security

Automation

Performance
Reliability

The Pillars

TOIL

To
ols
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We’ve migrated to the cloud… Now what?
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Key challenges...



OUR KEY CHALLENGES & SOLUTIONS
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The challenge: no SREs!
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Forming the team

Advocate

Environments & Governance

Level 2 Support Platform Services

Capacity Management

Education

Graduate programme

Tools & Automation

Objectives & Measures

SRE Team
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What do we need to succeed??
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The challenge: starting from scratch 
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Shared goals 
across teams

Faster rollout with HA 
& reliability

Best practice & 
automation

Reduce cloud 
sprawl

Our goals
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Our principles
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Phase 1 Phase 2
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Doing some serious self-reflection…
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SRE Maturity Report



“If you fail to plan, 
you are planning 

to fail.”

20



21

The challenge: cloud sprawl
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SRE Cloud Standards

Security Cost 
Optimization 

Reliability Performance Operational 
Excellence 

1) Discovery method
2) Resolution method
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The challenge: lack of the ”traditional” SRE model 
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The “traditional" SRE activities

Disaster Recovery
• There is a resilience testing 

program in place

SLI/SLOs
• There is an SLI (Service Level 

Indicators) policy in place.
• There is an SLO (Service Level 

Objectives) policy in place.
• There are periodic reviews of SLIs 

and SLOs with business leaders.

Incident Management
• SRE team members participate in incident 

response procedures on a regular (i.e. weekly) 
basis. 

• There is a process to manage production 
incidents.

Blameless Post-mortems
• There is a culture of authoring 

blameless post-mortems for 
production incidents.

Automation
• TOIL is monitored and work patterns adjusted 

accordingly.

Leadership buy-in
• There are periodic reviews of SRE project work 

and impact with business leaders.
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Chaos Engineering: the art of 
breaking things purposefully



KEY TAKEAWAYS
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⭐ Saved ££ in our AWS accounts
⭐ Focused on security in our AWS accounts
⭐ Improved collaboration with developers 
and operations
⭐ Visibility of production to developers
⭐ Resiliency at the forefront
⭐ Positive change!
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SRE team wins 🏆
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Leadership 
support

Plan, plan, 
plan!

What is the 
problem we’re 
trying to 
solve?

Use SRE 
principles 
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